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1
Decision/action requested

Discuss and approve the text proposal.
2
References

[1]
3GPP TS 28.530 Management of 5G networks and network slicing; Concepts, use cases and requirements v0.5.0
3
Rationale

Update the current draft TS 28.530 as follows.
1) Update clause 4.1.3 by adding a communication service instance through using multiple NSIs, to keep align with the figure 4.1.3.1.
2) Update clause 5.4.2 by changing NSSI into NSI in the pre-conditions, because the clause 5.4.2 is for the provisioning of a network slice instance. 
3) Update clause 5.4.7 by changing NSI to NSSI in step 1, because the clause 5.4.7 is for the report fault management data of a network slice subnet instance.
4
Detailed proposal

It is proposed to make the following changes to draft TS 28.530 [1].
	Start of changes


4.1.3
Communication services using network slice instances
As an example, a variety of communication services instances provided by multiple NSI(s) are illustrated in the figure 4.1.3.1. Figure 4.1.3.1 is only for illustrative purposes to highlight the combination and relationship of Communication Services to Network Slices without depicting any UE. An actual network slice deployment offering communication services to UEs will need to comply with the 5G system architecture defined in TS 23.501 [3] and TS 38.401 [4].
[image: image1.emf]
Figure 4.1.3.1: A variety of communication services instances provided by multiple NSIs

Different NSIs (NSI A, NSI B and NSI C) contains NFs (e.g. belonging to NSSI AN-1, NSSI AN-2, NSSI CN-1, NSSI CN-2 and NSSI CN-3) as well as all information relevant to the interconnections between these NFs. Communication service instances provided by CSP through using NSIs are of various categories, among which:
-
Different Communication Service Instances are provided by CSP through using different NSIs. For example, Communication Service Instance 1 uses NSI A which contains dedicated NSSIs (NSSI CN-1 and NSSI AN-1), Communication Service Instance 3 uses NSI C which contains a dedicated NSSI (NSSI CN-3) and a NSSI (NSSI AN-2) shared with NSI B.
-
Different Communication Service Instances are provided by CSP through using same NSI. For example, Communication Service Instance 1 and Communication Service Instance 2 use NSI A which contains dedicated NSSIs (NSSI CN-1 and NSSI AN-1).
-
Communication Service Instance is provided by CSP through using multiple NSIs. For example, Communication Service Instance 2 uses NSI A which contains dedicated NSSIs (NSSI CN-1 and NSSI AN-1) and NSI B which contains a dedicated NSSI (NSSI CN-2) and a NSSI (NSSI AN-2) shared with NSI C.
	2nd change


5.4.2
Provisioning of a network slice instance
	Use case stage
	Evolution/Specification


	<<Uses>>
Related use

	Goal 
	To perform operations of the provisioning of a network slice instance.
	

	Actors and Roles
	Network Operator (NOP) plays the role as a consumer of a network slice management service.
	

	Telecom resources
	3GPP management system
	

	Assumptions
	None
	

	Pre-conditions
	Preparation for the NSI is done.

For creation, NSI is not existing. 



For activation, modification, de-activation or termination, the NSI is existing.
	

	Begins when 
	The 3GPP management system has received a request from the Network Operator.  
	

	Step 1 (M)
	The 3GPP management system assesses the feasibility of executing the request, e.g., checks the inventory and the required NSI constituents, and reserves available resources. 
	

	Step 2 (M)
	The 3GPP management system performs the LCM operations required according to the request (create, activate, modify, de-activate, or terminate) on one or more NSSI(s). For shared NSSI(s), the 3GPP management system performs required actions.
	5.4.3 Provisioning of a network slice subnet instance

	Step 3 (M)
	The 3GPP management system replies to the Network Operator that the requested operation is completed.
	

	Ends when
	All the mandatory steps have passed.
	

	Exceptions
	In case the feasibility check fails, the use case fails and the 3GPP management system rejects the request with the reason included in the reply.
In case any of the LCM operations fail, the use case fails and the 3GPP management system replies to the Network Operator that the requested operation is failed with the reason included in the reply.
	

	Post-conditions
	An NSI has been provisioned. 
	

	Traceability
	REQ-3GPPMS-CON-04, REQ-3GPPMS-CON-15, REQ-3GPPMS-CON-16, REQ-3GPPMS-CON-17, REQ-3GPPMS-CON-18. 
	


	3rd change


5.4.7
Report fault management data of a network slice subnet instance
	Use case stage
	Evolution/Specification


	<<Uses>>
Related use

	Goal 
	To report fault management data of a network slice subnet instance to the NOP.
	

	Actors and Roles
	Network Operator (NOP)


	

	Telecom resources
	3GPP management system
	

	Assumptions
	N/A
	

	Pre-conditions
	An NSSI is created. 
	

	Begins when 
	The 3GPP management system detects a fault on the NSSI that needs operator intervention. 
	

	Step 1 (M)
	The 3GPP management system generates fault management data of the NSSI and reports to the NOP.
	

	Step 2 (M)
	When the fault is recovered, the 3GPP management system updates the fault management data of the NSSI to the NOP.
	

	Ends when
	The NOP has the fault management data of NSSI.
	

	Exceptions
	In case any of the mandatory steps fail, the use case fails.
	

	Post-conditions
	N/A 
	

	Traceability
	REQ-3GPPMS-CON-14 
	


	End of changes


